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Self-Checklist of Audit for Issuing Interim ISSC

Questionnaire 'CSOZ§ YES | NO | N/A Remark

SHIP SECURITY PLAN  ##5/R %71 (SSP)

11 | SSPILAGEDIZDIZRSOET/LBIHIZHE I EA1 TS 2 FIE/T T IR TS0 2 nos22 | OO O

"~ | Has SSP been submitted to an RSO or Administration for approval, or already approved ? o
12 Does the SSP address the following items? AJ9.4
| SSPICIE T AL ESILTND) 2 '
.1 measures designed to prevent weapons, dangerous substances and devices intended for use against persons, ships
or ports and the carriage of which is not authorized from being taken on board the ship A9 4.1 0| O
FTREDEGRSAL TRV AL ARAAD LISEE ISR L TR &2 B DI fEld K O3EEE | ifinicie s o
A Z % P DTG LT E
.2 identification of the restricted areas and measures for the prevention of unauthorized access to them AJ9.4.2 0O 0O
PR K8k DFR 36 L OVE D ~D A Y727 7B AD; IE 3 D E o
.‘S\r‘neasures fo,r the prevention of ijinauthorlzed access to the ship A9 43 0| O
IR ~D R Y 72T 72 ZAD R 145
List of areas designated as restricted area in the SSP and protective measures
SSP IZELIR EFL TSl BR Xk & OVt
Area Protective measures
1. navigation bridge ggst guard, patrol, lock, seal, CCTV, Alarm, Others ( ), N.A.
2. machinery spaces post guard, patrol, lock, seal, CCTV, Alarm, Others ( ), N.A*
3. spaces with security and surveillance equipment & systems post guard, patrol, lock, seal, CCTV, Alarm, Others ( ), N.A*
4. above control and lighting system control post guard, patrol, lock, seal, CCTV, Alarm, Others ( ), N.A*
5. ventilation and air conditional spaces post guard, patrol, lock, seal, CCTV, Alarm, Others ( ), N.A*
6. spaces with access to potable water tanks, pumps and post guard, patrol, lock, seal, CCTV, Alarm, Others ( ) NA*
manifoles ~~|/e—meemee_—me-- -

7. spaces containing cargo pumps and their control post guard, patrol, lock, seal, CCTV, Alarm, Others ( ), N.A*

Area Protective measures

**delete/mark as appropriate
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Self-Checklist of Audit for Issuing Interim ISSC

ISPS

Questionnaire Code YES | NO | N/A Remark
8. cargo spaces post guard, patrol, lock, seal, CCTV, Alarm, Others ( ), N.A*
9. spaces containing ship’s stores post guard, patrol, lock, seal, CCTV, Alarm, Others ( ), NA*
10. crew accommodation post guard, patrol, lock, CCTV, Alarm, Single point access, Others ( ), NA*
11. Other space ( ) post guard, patrol, lock, CCTV, Alarm, Single point access, Others ( ), NA*
List of access points given in the SSP and protective measures
SSP IZFRLIREIN TVDT VB ARA L M OBh
Access point Protective measures
.1 access ladder Guard, Watch, Patrol, CCTV, Alarm, Others ( ), N.A*
.2 access gangways Guard, Watch, Patrol, CCTV, Alarm, Others ( ), NLAL*
.3 access ramps Guard, Watch, Patrol, CCTV, Alarm, Others ( ), N.A*
4 access doors, side scuttles, windows and ports Guard, Watch, Patrol, CCTV, Alarm, Others ( ), N.A*
.5 mooring lines and anchor chains Guard, Watch, Patrol, CCTV, Alarm, Others ( ), N.A*
.6 cranes and hoisting gear Guard, Watch/manned, Patrol, CCTV, shut off, Others ( ), N.A*
.7 Others Guard, Watch, Patrol, CCTV, Alarm, Others ( ), N.A*
.4 procedures for responding to security threats or breaches of security, including provisions for maintaining critical
operations of the ship or ship/port interface AJ9.44 0O O
RARS LIS L DAL —T 2 — 2D H B ZHEFRF T D720 ORUEZ &0 | RE~OFHED LILRE o
USRS 92 FIR
.5 procedures for responding to any security instructions Contracting Governments may give at security level 3 A/9 45 0| O
R ~LBIZBWWTHRIBUN 23 5- 2 27 b N2 W b SR LB 3 2R I i 5 FIR o
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ISPS

Questionnaire Code YES | NO | N/A Remark
.6 procedures for evacuation in case of security threats or breaches of security AJ9.46 0| O
R ~DEL b LIIRZE X DY & OREEETIE o
.7 duties of shipboard personnel assigned security responsibilities and of other shipboard personnel on security
aspects AR47 | O | O
PR\ BT DA B o T AL B ORFHS M OR 22 236 1T DAth o0 Al B OIS
.8 procedures for auditing the security activities
AR BYE Bt 5 TR no4s | L) L
.9 procedures for training, drills and exercises associated with the plan AJ9.4.9 0| O
ST B D AR, s e O O FIIE -
.10 procedures for interfacing with port facility security activities
M O I 2 T aoato | L L
.11 procedures for the periodic review of the plan and for updating Aosll | 01 O
FHE O E IR B L FIE & O ko FIE o
.12 procedures for reporting security incidents
RIS P posrz | LU
.13 identification of the ship security officer
IR 2 LR podts | L U
.14 identification of the company security officer including 24-hour contact details aos414 | [0 O
2415 [H] r] BEZEHE SE D FEM A & O SRR B DR -
.15 procedures to ensure the inspection, testing, calibration, and maintenance of any security equipment provided on
board AR415 | [ | O
AL A DAL TODU R DR EIEE D St #BR MO R MR ARERIZ T 5 FIR
.16 frequency for testing or calibration of any security equipment provided on board ao416 | [ | O
AR 2 DAL TODV DR D IR HEE OB LIIFIE DS -
.17 identification of the locations where the ship security alert system activation points are provided Ao417 | OO0 | O
N OR 2 B A B A R B T D7 A L SRR E S AL TV D T D7k o
.18 procedures, instructions and guidance on the use of the ship security alert system, including the testing,
activation, deactivation and resetting and to limit false alerts o418 | OO | O
Z DBk, FBNBE AR, MFENMS IR ONTY By MU CRAEBI O IR A & 60 | AR G RIS E OB T2 F o
JIE, FE7mI N FE#E
In the case that the Plan is to be kept in an electronic format, is it to be protected by procedures aimed at preventing
its unauthorized ggletion, destruction or amendment? . . Ol 0Ol 0O
L3 | AR R S E 17 7 AV T B CODIE A RIEZRHIBR, RS DWITHFTShHZ 2B+ 5H | A96
oo FIRIC KD RFES I TN D) 2
14 Is the security plan property protected from unauthorized access or disclosure? AJ9 7 0| O

PRZFTENIARET 7 B ARHRITH L, @RS TOD) 2
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ISPS

FREDOIE#RIT, 55 7T AR LIFASRA L GED 2

Questionnaire Code YES | NO | N/A Remark
15 Does the SSP include the following items? B/9.2
| SSPIF T RLFHAZ A TN ? ]
.1 Organizational structure of security for the ship
AR DR B2l | U1 D
.2 Details on the ship’ relationships with the Company, port facilities, other ships and relevant authorities with
security responsibility B/9.2.2 OO
At PEBHER . M K& OV Y SR L BB P L D BIEIZ DUV TR
.3 Details on the communication systems to other ships and to port facilities B/9.23 0| O
filufs Kk OB % & DIBE T AT DOV TOFER B
.4 Details on basic security measures for Security Level 1 B/9.2.4 0| O
RZL VIR T DEARRLZHEIZ DOV TOFEM -
.5 Details on how to upgrade the ship to Security Level 2 without delay B/9.25 0| O
PRZL LG LI~ DEIEREBATIZ OV TOFEM -
.6 Regular review and audit
TE A LI L LN SR AT B9.26 | [1|
.7 Reporting procedures to appropriate Contracting Governments contact points B/9.2.7 0O 0O
7154 [ BURE O L% S ~0D 1 I o
: COMPANY RESPONSIBILITIES 2% DE/E
2.1 | Has the company appointed a CSO(s)? ~ &=4LIXCSOZfE4 L T H)» 2 A1l | OO | O
99 Is the CSO’s duties and responsibilities clearly described in the ship security plan or another procedures? AJ11.2 0O 0O
| CSODRES & BT TAAALR R FHE S I LS QD) 2 (SSP TR FIEEICHFES QT #) '
53 Is port specific security information (e.g. threats and their protective measures) readily available? a2l | O O
| WS ORI IR ZIE WA O TH ATF R HED 2 (B R OB OB #ERTE) -
54 Do the personnel responsible for the security of the ship receive adequate training? A/11.2.9 0O 0O
| AR TCREICE AR T AE DGR A ST TNDN 2 AI12.2.7
Do the ship’s security requirements impede the safety requirements?
25 | RISOBEEIRL, 2 2B AEL TRl 2 sz | U O
The Master has available onboard updated documented information on who appoints the crew, who decided and
26 decides the employment of the crew, and who signed and sings the charter party. X1-2/5 0O 0O
TR RITGEN B AT ML N R B ORE AR E LT, RSN A E2LTehEnsl] | B6.L
TSR DIG A FF o TODD 2
27 Is the above information written in English? (or French or Spanish) B/6.3 0| O

Declaration of Security [RZES
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ISPS

Questionnaire Code YES | NO | N/A Remark
Is there a procedure available for the SSO to prepare a Declaration of Security for the purpose of co-ordination of
3.1 | SSO and PFSO responsibilities? A&Bis | [ | [
SSOLPFSODF LS T2 LE AL LIRL E S 2 T2 FIENRH D) 2
Ship Security MAHHDIRE
41 Are the following measures taken in accordance with the approved SSP?
| FERRICOE, SSPICHES Il E S TDh 2
.1 the performance of all ship security duties
O (R 6 F5 0D 5 arz1 | O O
.2 controlling access to the ship?
i~ TH A B arzz | 0| O
.3 controlling the embarkation of persons and their effects
T L DT OE B A723 | 0| O
.4 monitoring restricted areas to ensure that only authorized persons have access A/7.2.4 0| 0O
EEIHERE S 2N EOHRDBT 7 EATEHL), #lBRXIgEEH 7L -
.5 monitoring of deck areas and areas surrounding the ship AI725 0| O
RO O AR O JE A B 952 & -
.6 supervising the handling of cargo and ship’s store
N Iy UL A o S arzs | 0| O
.7 ensuring that security communication is readily available
RZBEP I ] TEDTL Arr27 | | O
.8 Ship Security Alert System (SSAS) Result of operation test
Manufacturer Type %CéLAg 11 O
Result of operation test g
SHIP SECURITY OFFICER (SSO) #\#RZ S (SSO)
Who has been appointed as the SSO?
1| SnssSOLL CHEASh TV 27 2 w21 L) O
59 Is there any evidence that shows security awareness and vigilance onboard is enhancing by the SSO? A1226 | 01 O
" | SSOIFAN TIRZIZH T2 A R EEMATEZEL T D0 ? -
53 Is the Ship Security Officer knowledgeable about how to contact the CSO? M1229 | O | O
| SSOIXEDIAHZCSOIZar Z 7N b HDH RS BREL TUWHHH 2 o
54 Does the SSO have knowledge on security administration? A/13.2 0| O
7| SSOIFMARZLEFITHEEL TV 2 B/13.1.1
55 Does the SSO have knowledge on relevant international conventions, codes and recommendations? A/13.2 0| O
"~ | SSOIFBH B EBREAY, 2 — R R OB & ISR lL T o7 2 B/13.1.2
56 Does the SSO have the knowledge on relevant Government legislation and regulations? A/13.2 0| O
" | SSOIF B 4 DB DI EM ARG AL T 50> 2 B/13.1.3

MS-SELF-CHK-IISSC-j (2012.1)
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ISPS

Questionnaire Code YES | NO | N/A Remark
57 Does the SSO have the knowledge on responsibilities and functions of other security organizations? A/13.2 0| 0O
" | SSOITMO LR LA D FATLLFEREITREL TW57» 2 B/13.1.4
58 Does the SSO ha\fe the knowledge on methodology of ship security assessment? A/13.2 0| 0O
" | SSOIFARMATRZZFHAM O FEIFEIBL T2 2 B/13.1.5
59 Does the SSO have the knowledge on methods of ship security surveys and inspections? A/13.2 00
| SSOIFMMR L A L AR D I IEITRTIEAL TV 2 B/13.1.6
510 Does the SSO have the knowledge on ship and port operations and conditions? A/13.2 00
| SSOl ML HE DI H & AT ITREEL T 2 B/13.1.7
511 Does the SSO have thg knowledge on ship and port facility security measures? A/13.2 00
| SSOIEA & PRV i 5% D PR ARG L T D) 2 B/13.1.8
512 Does the SSO have the knowledge on emergency preparedness and response and contingency planning? A/13.2 0| O
7 | SSOIFER R D (i &6 S K OSRHIGFHBEF TR L T %0 2 B/13.1.9
Does the SSO have the knowledge on instruction techniques for security training and education, including security
5.13 | measures and procedures? B/Ai/sl"i'io O g
SSOITRZHEE L FINAZ GO  REIIEEE OFERIEITHEIBEL T )5 ? o
Does the SSO have the knowledge on handling sensitive security related information and security related A/13.2
5.14 | communications? B B/13 111 RN
SSOIFFRZIT BT DB 1 MR ZIZBE 3 21815 DBOF NI BL TV 2 -
515 Does the SSO have knowledge of current security threats and patterns? A/13.2 0| 0O
| SSOVFEGE DIREE DB/ —ATREIEL TV 2 B/13.1.12
516 Does the SSO have knowledge on how to recognize and detect weapons, dangerous substances and devices? A/13.2 0| O
' SSOITELHR . fEl K OERRZ SR D W51 T 07 &3 RAEITHEL TW%7 2 B/13.1.13
Does the SSO have knowledge on how to recognize characteristics and behavioral patterns of persons who are likely A/13.2
5.17 | to threaten security? B/13114 11 O
SSOIFFRZ LD FHBUZ /201G N OPERECATEY S F— D RS T HITREL T o 2 -
518 Does the SSO know techniques used to circumvent security measures? A/13.2 00
| SSOVIR LA E A& RS D720 DT 7 = ZITRG L TWODH 2 B/13.1.15
519 Does the SSO know security equipment and systems and their operational limitations? AJ13.2 0| O
| SSOITMREEEB LU AT I, L TENLDOEIE EOHIFRIREL T 2 B/13.1.16
5,20 Does the SSO know methods of conducting audits, inspection, control and monitoring? A/13.2 0| 0
7| SSOITEEAL, Ak, BB K OME R oD S fi 7 I THFIEL TV o7 2 B/13.1.17
591 Does the SSO know methods of physical searches and non-intrusive inspection? A/13.2 00
7| SSOITE (AR L UATHT N ELL AW R FIEITHE L QU )H 2 B/13.1.18
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ISPS

Questionnaire Code YES | NO | N/A Remark
599 Does the SSO know security drills and exercises? A/13.2 0| 0
7 | SSOITPRZEHRAR LB T RG L TVH 2 B/13.1.19
593 Does the SSO know assessment of security drills and exercises? A/13.2 0O 0O
7 | SSOIEPR L L5 DR I THFIEL TWD2)s 2 B/13.1.20
594 Does the SSO have knowledge on the layout of the ship? A/13.2 0| O
| SSOIT Y REMMAI KT IBL TV D7 2 B/13.2.1
Does the SSO have knowledge on the ship security plan and related procedures (including scenario-based training A/13.2
5.25 | on how to respond)? B/13 52 11 O
SSOIESSPL B FNE ATl Z 3 hin 322D NWT DT F AR —ZAD i 5D) ITREHEL T 5h> 2 -
596 Does the SSO have knowledge on crowd management and control techniques? A/13.2 0O 0O
' SSOITHFR OB B LB FEEIZ DWW TREEL TV 2 B/13.2.3
597 Does the SSO have knowledge on operations of security equipment and systems? A/13.2 0| O
7| SSOIMRZLEE L AT LOBAEITREEL TV D 2 B/13.2.4
Does the SSO have knowledge on testing, calibration and whilst at sea maintenance of security equipment and
528 s ? A/13.2
) ystems” B/1355 R
SSOIEPRAHE [ &+ AT LOFRER, AL L UHE A OPRFITHIAL TV57 2 -
MASTER #'~
6.1 Is the Master knowledgeable about how to contact the CSO? Al6.1 0O 0O
T REIFE DIHNCSOILar H I Nl BHON BRSEREL TVDD 2 '
6.2 Is it established in the SSP that the Master has the overall responsibility for the ship’ safety and security? Al6L1 0O 0O
T MRIEIAMOLZ LRI T ORI EEE THOIENSSPO P THESNL TN DM? '
Is it established in the SSP that the Master has the overriding authority and responsibility to make decisions with
respect to the safety and security of the ship and to request the assistance of the Company or of any Contracting
6.3 Government as may be necessary? And does the Master understand it? Al6L1 0O O
S AR B AR O 52 4 R 22\ B A B IR B O % T BT A AL QB8 MEITIEL TR -
(6 LRI B = S B CE D2 LASSPISRUESIUTL 2 2 S LTS ENDEIIL TS
A9
6.4 Does the Master have full understanding of the SSO’s duties versus his/her own duties? Al6L1 0O 0O
7| MR IZSSODIEES I LU & DR L D BIRA T/ I FEL T D7 2 '
SHIP’S PERSONNEL _##4
Is the crew familiar with the content of the company security policy and the related procedures, as described in the
7.1 | SSP? A/13.3 O

A B IEISSPIZRER S TWNAERIZ, DALDIRZ o B YU B A FNEISHEL TV 2

MS-SELF-CHK-IISSC-j (2012.1)
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ISPS

Questionnaire Code YES | NO | N/A Remark
Is there evidence about the crew’s awareness in security related issues (e.g., access control of people, cargo control,
79 restricted areas onboard, responsibilities in case of security threats, etc)? A/13.3 0| O
| SREAL A DR B I o TV D EDREI H D> 2 (B: NROT 72 AHIR, BEWHIIR, iy ORI, '
BRI BTk e
23 Does the crew know how to respond to an attack or threat situation? A/133 0| O

Tk BT B0 BB T O LB A - TN DA 2

SECURITY RECORDS (minimum period for record keeping is to be specified by the Administration) ZRZ%578% (LR EBRIF LB /T I3E DL BIZLES)

8.
Are records of training, drills and exercises kept onboard?
8L | Sk, Bk, RO REILA LI BRESN T B 2 atort | L) L
Are the records being kept in the working languages of the ship? If the language or languages used are not English,
8. French or Spanish, does a translation into one of these languages being included? AJ10.2 0O 0O
T RSRIEEBE SO LM E TSNS SRR TRESIN TODD 2 b LLENLAEGE, 77 AFEL LTAN '
A FETRTIE, ZhEDW T DSFE~DOHREEZ A TOLD 2
In the case that the records are to be kept in an electronic format, are they protected by procedures aimed at
8.3 E)reventing unauthorized deletion, destruction or amendment? ) A/10.3 Olol o
| BB AR TRESNTODSGE . NERAIBR, BEESNIWGETSNDZ L2135 B AR > 7= FIHIC '
FORFESIL N5
8.4 Are the records being protected from unauthorized access or disclosure? A/10.4 0| O
| FRERIIA YR ARG LI AR DIRES LT D) ? :
9. Arrangements for drills, exercises and internal audits ZZF, /& & &L NBSE 2 D7z DFH
The Company Security Officer has established the necessary arrangements, including arrangements for drills, A19.4.2.4
9.1 | exercises and internal audits. 5 R
SHRARBE IIEE. EERIUNRNEED-ODOFELZEH . REGFREBILTLEN? '
10. “Certificate of Proficiency”(CoP) required by STCW VI/5& 6 STCW VI/5 & 6 DEFK®D “Certificate of Proficiency” DAF#F
101 For SSO; CoP issued by thg (Flag) Administration (According to the Flag requirement) STCW 0| O
" | SSO/LIBEF S (ZHEEH G /=BT 5 FEATLF-CoP FATFFL T B4 ?(BEEEHIHED) VI/s
10.2 For all seafarers; CoP issued by CSO or SSO (According to the Flag requirement and transitional provisions) STCW Olol O
| FARTDFEMEFCSO E/=/ESSO B FE{TL /=CoP FAFHFL TSN EEEHE. BEDEEIEEIZH D) VIi6
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